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Abstract

The secrecy capacity of the multi-antenna wiretap channel was recently characterized in-
dependently by Khisti and Wornell [1] and Oggier and Hassibi [2] using a Sato-like argument
and matrix analysis tools. This note presents an alternative characterization of the secrecy
capacity of the multi-antenna wiretap channel using a channel enhancement argument. This
characterization is by nature information rather than matrix theoretic, and is directly built on
the physical intuition regarding to the optimal transmission strategy in this communication
scenario. A secure V-BLAST transmission and receiver architecture is proposed to achieve the
secrecy capacity of the multi-antenna wiretap channel.

1 Introduction

Consider a multi-antenna wiretap channel with nt transmit antennas and nr and ne receive antennas
at the legitimate recipient and the eavesdropper, respectively:

yr[m] = Hrx[m] + wr[m]
ye[m] = Hex[m] + we[m]

(1)

where Hr ∈ R
nr×nt and He ∈ R

ne×nt are the channel gain matrices associated with the legitimate
recipient and the eavesdropper. The channel gain matrices Hr and He are assumed to be fixed
during the entire transmission and are known to all three terminals. The additive noise wr[m] and
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